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Chapter 2
Logging On and Access

Chapter Overview

I ntroduction This chapter explains how to log on to the modern DCPDS and gain access to
the functions, forms, and data necessary to do your job.
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Logging On

Purpose

Before You
Begin

Terms

Categories of
Responsibilities

Accessto
Employee Data

How to L og
On

To use the modern DCPDS, you will need to:
Open the modern DCPDS application,
Sign on, and
Select a“responsibility” if you have been assigned more than one.

Y ou will need a user account and a personal password to gain access to and
use the modern DCPDS. A system administrator will set-up your account and
access privileges (“responsibility” categories).

Responsibility: A set of access privileges for using the modern DCPDS.
When a system administrator establishes your user account, you will be
assigned one or more “responsibilities’ so that you can access only those
functions, forms, and data appropriate to do your job.

Categories of responsibilitiesinclude (but are not limited to):
- HR Generalist
HR Specialist (by function)
Civilian HR Manager
Manager or Supervisor (non-HR)
Non-Appropriated Fund (NAF) HR Manager
System Administrator

Y our access to employee data will be restricted based on your role and
responsbility in your organization.

To log on to the modern DCPDS:

Step Action

1 Start up your computer and log on to your local network,
according to local procedures.

2 Double-click the modern DCPDS icon that is displayed on your
computer’s program manager screen or follow local procedures if
an icon has not been created.

Continued on next page
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Logging On, Continued

How to L og On (continued)

Step Action

3 A log on window displays and your cursor isin the
User Name data field.

Typein your user name (as assigned by the local system

administrator).
User Name T SMITHG Cancel 1 Connect
Password

Copyright (c) Oracle Corporation, 1994, 1996. Al Rights Reserved

" Example:

4 Press [T ab] once to move your cursor to the Password data field
(or use your mouse to place your cursor in the Password data
field).

Type in your password and click <Connect>.

" Example:

User Nermd\  SMITHG Cancel 1 Connect t

Password |‘ *******
Copyright (¢) Cracle Corporation, 1994, 1996 All Rights Resenved

f Note:
- Your password will not display asyou type it; this prevents
others from seeing it.

If you incorrectly type in your password, you can re-typeit,
but after a third try the modern DCPDS will close down
and you will need to re-enter the application.

& Caution: Keep your password confidential to prevent
unauthorized users from gaining access to the system.

Continued on next page
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Logging On, Continued

How to L og On (continued)

Step Action

5 If you have been assigned more than one responsibility, a
Responsibilities Window will display.

Click aresponsibility from the choices provided and click <OK>.

" Example:

Find |%

CIDOD CLASSIFIER:
ClvDOD FERSOMMELIST
ClvDOD SUPERVISOR
(Oracle Training GUI

o Pl
Find | ok | Cancel |

7.

L/Z Note: The responsibility you select will determine the specific set
of data, menus, and forms to which you will have access. Y ou will

only be able to select responsbilities that have been assigned to

you by your system administrator (based on your job
responsibilities).

6 The Navigator Window displays. Y ou are now ready to begin
using the modern DCPDS.

" Example (for CIVDOD Personnelist responsibility):
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The Navigator Window

Pur pose

Illustration

Y ou begin working in the modern DCPDS by choosing an option from the
Navigator Window. The Navigator Window displaysalist of categoriesfor
the tasks you can perform in the modern DCPDS, based on the access
privileges (“responsibility”) you have been assigned in alist called the
Navigation List. If you have been assgned more than one responsibility, the
Navigation List displayed will be for the responsibility you selected in the
Responsibilities Window.

At the top of the Navigator Window you will see the name of the
respons bility which you have logged on to (e.g., “CIVDOD Personnelist”).

The Navigator Window is always open when you are using the modern
DCPDS.

Below isthe Navigator List which isdisplayed if you log on under the
“ CIVDOD Personndist” responsibility:

5:'1':1_' Oracle Applications

Request for Personnel Action:

Enter Personnel Action Information

+ Request for Personnel Action 1. F4 Define PA Request - Appointmen

+ CAO/TRANSFER Request 2. F4 List People By Assignment (Foldg
+ Mass Actions 3. F4 Enter Personal Information WORH
Workflow Inbox 4. F4 Define PA Request - Cancellatior|

Civilian Inbox

+ Complaints Tracking
Breakdown Folder
Reduction In Force (RIF)

+ People

+ Recruitment

+ Work Structures
PSEUDOSFS0

+ Yiew 4] | 4

+ Processes and Reports
Coredoc Add Rempove
PANYS00

+ Local Tables
Payroll Regeneration

+| | #ute=[ [ open ]

X Close Existing 'Windows -

Count: *0 |

Continued on next page
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The Navigator Window, Continued

In ThisSection  This section explains:
How to find what you need from the Navigator Window.

How to open windows from the Navigation List.

How to create a Top-Ten List to quickly access frequently used
windows.

How the Within the Navigator Window you will see a Navigation List. The

Navigation List  Navigation List isorganized much like the hierarchy of afile sysem: with

is Organized main categories (levels) and subcategories (sub-levels). Upon logging on,
you will see only main category items on the Navigation List. You can then
expand items that begin with a plus sign (+) to search sub-levels until you
find the area you need.

Sub-levelswill display indented below the items from which they are
expanded. When an item is expanded, a minus sign (-) will display next to it.
Y ou can expand an item no further if there is no plus or minus sign besideit.

:ﬁ-' Oracle Applications

4~ Navigator - CIVDOD PERSONMELIST

Regquest for Personnel Action:Change Actions:Change in Data Element

Modify Yarious Position Data tems

- Request for Personnel Action =
Appointment
Award f One-Time Payment
CancellationfCorrection
DOD Pers Act Reconstruct-911
DOD Correction Process-002 ~
- CAOfTransfer
Change Appointing Office
Transfer Interagency
- Change Actions
Change in ART Status
Change in Duty Station
Change in FEGLI
Change in Hours Add Bemove
Change in Retirement Plan
Change in SCD >
< | =

#]=] At oo ]

¥ Close Existing Windows

Count: *0

Continued on next page
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The Navigator Window, Continued

Terms: Below are definitions for terms associated with the Navigator Window:
Term Definition
Navigate Describes the way users move around in the modern

DCPDS: e.g., move from one place in the application
(window, data field, etc.) to another.

" Examples:. “From the Navigation List, you
can navigate (e.g., go) to any window you need
to do your task” or “By navigating around the
modern DCPDS, you can see where different
data fields are located and become more
comfortable with using the new system.”

Navigation List

Thelist of items located in the Navigator Window.
The Navigation List isthe starting point for everything
you do in the modern DCPDS.

Expand

Some itemsin the Navigation List -- those preceded by
aplussgn (+) - can be “expanded” to display additional
items that fall under the same category.

Collapse

Expanded items may be “collapsed” to view only the
main category.

Top-Ten List

To quickly find and open items on the Navigation List
that you use frequently, you can create your own
navigation Top-Ten List. The Top-Ten List you create
will be located on the right side of the Navigator
Window.

Continued on next page
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The Navigator Window, Continued

Expanding
Itemson the
Navigation List

Collapsing an

on the
Navigation List

Fundamentals. Logging On and Access

Choose one of the following methods to expand items on the Navigation List
(to seetheitemslisted in sub-levels):

To... Do this...
Expand oneitem |- Double-click theitem
to its next sub- Or
level: . Click the item, then click <Open>
Or

- Click theitem, then click the Expand button:

Or

- Click theitem, then click Special ® Expand on
the Main Menu Bar.

Expand all sub-
levels of oneitem

Click the item once and then click the Expand All
Children button:
i

Expand all sub-
levels of all
expandable items
in the navigation

list

Click the Expand All button:

|
4

You may find it easier to locate the item you need on the Navigation List by
Expanded Item  collapsing expanded items (so you do not have to scroll through lists you do
not need). To collapse an expanded item:

To...

Do this...

Collapse one
expanded item

Click the item, then click the Collapse button:

=

Collapse all
currently
expanded items

Click theitem once, then click the Collapse All

button:
=]

Continued on next page
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The Navigator Window, Continued

Close Existing
Windows
Check Box

7

Opening an
Item from the
Navigation List

At the bottom of the Navigator Window is a check box labeled Close
Existing Windows.

X Close Existing Windows

I f the check box is grayed out, the choice has been pre-selected and the
option to change the selection is not available to you.

If the check box isnot grayed out, you can select this check box to open just
one Navigation List item at atime, or clear the check box so you can have
multiple Navigation List items open at one time.

Click the check box to toggle between select and clear. An“X” mark
indicates the option to close existing windows is selected; therefore, opening
anew item will close any existing open item. No “X” mark indicates the
option is clear (not selected).

Note: Each window that you have open requires a certain amount of
computing resources (e.g., memory space). If you know your computer is
low on available memory, you may want to select the Close Existing
Windows check box to avoid wasting resources.

Follow the steps below to open an item from the Navigation List and begin
using the modern DCPDS:

Step Action
1 Select or clear the Close Existing Windows check box (if it isnot
grayed out).
2 - Click theitem on the Navigation List you need to use, then
click <Open>.
Or
Double-click the item.

Continued on next page
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The Navigator Window, Continued

Creating a To quickly find and open navigation list items you use frequently, you can

Navigation create your own navigation Top-Ten List. The Top-Ten List you create will

Top-Ten List be located on the right side of the Navigator Window, opposite the
Navigation List.

If you have access to more than one responsibility, you can create a different
Top-Ten List for each responsibility.
Top-Ten List

# Oracle Applications

*~ Navigator - U5 Goy HH Manager

Federzl Position Description

Federal Pasitinn Deseription

Fadaral Positinn Descriptinn 1. F4 Dafina PA Rerquest - Appnintmeant
1 Regquest for Personnel Action 2. F4 Define Position
Workflow Inhox 3. Workflow Notificatlons
+ Federal Maintenance Forms
+ Peaple
+ Recruitment
+ Work Swructures
+ Payrall
+ Compensation and Benafits
+ View
+ Processes and Heports
+ Mass Infarmatinn eXchange: MIX

+ Other Definitions

+ Securlty

+ Custom Add Rempyve
Coredoc

+ Local Talles

Payac0
Payroll Regeneration Process 4 4

#|=] Hltd =) [ open

[® Cloze Cristirg Windows

L e
Add Button Remove Button

To create anavigation Top-Ten List:

Step Action

1 Click an item from the Navigation L ist you use frequently.
2 Click <Add>.

Theitem is now displayed in the navigation Top-Ten List, with a
Top-Ten List number besdeit.

3 Repeat steps 1 and 2 for the other items you want to put on your
list (up to ten items).

Continued on next page
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The Navigator Window, Continued

Removing Toremove an item from the navigation Top-Ten List:

Items from the . . , .
Navigation 1. Click theitem on the Top-Ten List you wish to remove.

Top-Ten List 2. Click <Remove>.

Federal Position Description 1. F4 Define PA Request - Appointment
+ Request for Personnel Action 2. F4 Define Position

Workflow Inbox 3. Workflow Notifications
+ Federal Maintenance Forms

+ People
+ Recruitment
+ Work Structures

+ Payroll

+ Comg tion and Benefit:

+ View

+ Processes and Reports

+ Mass Information eXchange: MIX

+ Other Definitions \

+ Security

+ Cust Add Bmove

Czrezlr:c | ‘ |

Opening an To open an item from the navigation Top-Ten List and begin using the
Item fromthe  modern DCPDS:

Top-Ten List _
On your keyboard, press the number key that corresponds with the Top-
Ten List number of the item you want to open.
OR
2. Highlight the item with your cursor and double-click.
OR

3. Highlight the item with your cursor and click <Open>.

Fundamentals. Logging On and Access Mod 1, Chap 2, page 11
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Roles and Responsibilities

Introduction Modern DCPDS user roles and responsibilities are key to levels of accessin
the system for security purposes. Security within the system controls what
menus, forms, data, and reports you can create, view, and update. Security
accessis set based on your role in human resource management and your
respong bility for certain actions, and the records you are authorized to access.
This section appliesto all system users. A responshility is basically a menu or
a collection of functions the user can perform. A roleisa capability, such as
Request for Personnel Action approver vs. initiator or requestor.

Human Resour ce There are a number of human resource management responsibilities
M anagement identified in the modern DCPDS.
Responsibilities

Hesponsibiities

CIWVDOD CLASSIFIER Dracle Government HE =]

Continued on next page
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Roles and Responsibilities, continued

Per sonnelist Personnelists are individual s with human resource management
responsbilities, such as a classifier, personnelist, or OTA personnelit.
Access

Personndlists;

At a Regional Service Center (RSC), will normally be given accessto
records of all employees serviced by their Regional Center or for their

own servicing assignment.

At a Customer Service Unit (CSU), will normally be given access to only
those records of employees at their installation or serviced by their CSU.
Will normally be given accessto all parts of the modern DCPDS. Some
RSCs and CSUs may limit access to menus, forms, reports, and data by

personnel specialization.
May approve an RPA, whi

le others may not. It depends on each

Component’s business practices. Thisrole, or level of permission, is
independent of the responsibility the individual uses.

Per sonnel Speciality Access

Specialty

Area Access

Classification

Position areas related to building positions and
COREDOCs, and other position management
tasks.

Employee Devel opment and
Training

Oracle Training Administration (OTA) and
Special Information (SIT).

Employee Management
Relations

Benefits arearelated to performance
management, pay, benefits and entitlements,
hours of work, work schedules, leave and
absences, discipline and adverse actions, and
injury and unemployment compensation. This
includes dues withholding, Bargaining Unit
Status (BUS) codes, Union time reporting, and
Complaints Tracking (if located in HR). May
have Special Information (SIT) and
Person/Extra Information.

Staffing

Areasrelated to filling positions, Resumix,
and compl etion of Requests for Personnel
Actions (RPAS).

Fundamentals. Logging On and Access

Continued on next page

Mod 1, Chap 2, page 13



August 25, 2000

Roles and Responsibilities, continued

Per sonnel Speciality Access (continued)

Specialty Area Access

Personnelist A generalist who has a combination
of Classification, EMR, and/or
Staffing functions.

System Administrator Provides appropriate system
capability to include creation of user
accounts and ass gnment of

responsi bilities (menus).

Local Nationals (LN) Areasrelated to LN positions and
employees under the LN system.

National Guard Bureau (NGB) Areasrelated to NGB positions and
employees under the NGB system.

Non-Appropriated Fund (NAF) Areasrelated to NAF positions and

employees under the NAF system.

Combination of  Personnelists with respons bilities under several specialties may be given

Specialties access to areas and records (in the case of NAF or Generalists) that apply to
all their specialties. This may involve such persons having more than one
responsibility (menu) assigned to them.

Continued on next page
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Roles and Responsibilities, continued

Manager/
Super visor

Access

Other Users

Managers and supervisors are individuals who manage or supervise civilian
employees. In some organizations, this responsbility may include
administrative staff who support management.

Based on their role, managers and supervisors can:

View portions of records for their own and subor dinate employees
within their hierarchical chain (including their own record).
View Payroll and leave data from DFAS.
View Appraisals, current and historical.
View Education, Licenses, Completed Training, etc.
Initiate and authorize RPAs for positions and employees within their
hierarchical chain for actions such as:
Promotions
Changesto lower grade
Awards
Initiate and authorize Training Request Forms (TRFs) for employees.

Specialty Area Access

Resource Manager Ability to view basic data about the employee,

view current and historical budget-related data,
and have restricted viewing capability for a group
of resource items. May also be given RPA role
such as requestor.

OTA Fiscal Officer Accessto all cost information on individual,

group, and total training costs. Does not have
access to employee records. Thiscould bea
resource manager in the organization or an
individual in the accounting and finance office.

EEO Official Ability to enter and update in the EEO Complaints

Tracking application and view only capability for
People - Enter and Maintain.

EEO Management View only capability for the EEO Complaints
Representative Tracking application and People-Enter and
Maintain.

Continued on next page
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Roles and Responsibilities, continued

Other Users (continued)

Specialty Area Access

External User Access for amilitary supervisor of civilian
employees or a personnelist located at aregion
who performs personnel servicing duties for a
region other than the one which assigned asan
employee. Accessfor amilitary supervisor would
be the same as manager/supervisor.

OTA Organization Access to training records and reports for their
Training Monitor assigned organization. Accessto the Bulletin
Board and Course Evaluations. Capability of
completing the Training Request Forms, Printing
DD Forms 1556, and accessing the Enrollment
Window.

VSB Reports Ability to request a large variety of user-requested
reports. Normally given as an additional
responsibility.

Fundamentals. Logging On and Access Mod 1, Chap 2, page 16
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Switching Your User Responsibility

Purpose

Term

How to Switch
Your User
Responsibility

If you have been assigned more than one user responsibility and, while you
are logged on to the modern DCPDS, you wish to work under a different
responsibility, you can do so without exiting the modern DCPDS and logging
on again.

Responsibility: A set of access privileges for using the modern DCPDS.
When a system administrator establishes your user account, you will be
assigned one or more “responsibilities’ so that you can access only those
functions, forms, and data appropriate to do your job.

Follow the procedures below to switch your user responsibility after you have
logged on under a different responsibility:

Step

Action

1

Click in the Navigator Window.
Or

If you are in another window, click Window — Navigator
from the Main Menu Bar.

& Example:

Action Edit Query Go Folde; Special Help REETgs s

Cazcade
o Tle

dirange |cons

|l 1. Mavigator - US Federal HR Manager
v 2. Poasition

Now that you are in the Navigator Window:

a

Click the Switch Responsibility button on the Toolbar: ==

Or

Click Special — Switch Responsibility from the Main Menu

Bar.
If you have other windows open that have unsaved changes, a Save
Changes Window will display, asking you if you want to save the
changes you have made.
All open windows will close except the Navigator Window, and a
list of the responsibilities to which you have access will display.

Continued on next page
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Switching Your User Responsibility, Continued

How to Switch Your User Responsibility (continued)

Step

Action

3

Click the responsbility you wish to switch to, and then click <OK >,
¢ Example:

The Navigator Window title and contents will now reflect the new

responsibility.

Responsibilities E

Find |%

Fesoonsibilits

CIvDOD MANAGER =
CDOD FERSOMNMELIST OTA
CIvDOD SUPERWISOR

CDOD LS GO NAF MGR

Ciracle Training GUI

IS Federal HR Manager

] f
Find | [ ok ] concel |

Fundamentals. Logging On and Access
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Changing Your Password

Purpose At timesit will be necessary to change your log-in password:

When you are first assigned access to the modern DCPDS, if you
have been initially assigned a random password.

If you know or suspect someone else has learned your password.

As amatter of security procedures, you will periodically; e.g.,
every 90 days, be required to change your password.

Or you may choose to changeit if you have difficulty
remembering your password.

How to Change Follow the procedures below to change your log-on password:
your Password

Step Action
1 |- ClickintheNavigator Window.
Or

If you are in another window, click Window — Navigator
from the Main Menu Bar.

& Example:
Action Edit Query Go Folde; Special Help REETgs s

Cazcade
o Tle

dirange |cons

|l 1. Mavigator - US Federal HR Manager
v 2. Poasition

2 | Now that you are in the Navigator Window:
Click Special — Change Password from the Main Menu Bar.
The Password Update Window will display:

Password Update

Old Password ||

MNew Passwiord

Re-enter New Password

Cancel | OK I

3 | Typeyour current password in the Old Password data field.

Asyou type in your password, the asterisk symbol (*) will display in
place of the charactersyou are typing (as a security precaution).

Continued on next page
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August 25, 2000

How to Change your Password (continued)

Step

Action

4

Press [T ab] once to move your cursor to the New Password data
field, and type in the new password you wish to use.

5

Press [T ab] once to move your cursor to the Re-enter New
Password data field, and type in your new password again.

If the second entry of your new password does not match the first, a
window will display asking you to “try again” (re-enter your new

password).

Click <OK>. Your new password takes effect immediately.

Fundamentals. Logging On and Access
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Logging On as a Different User

Purpose If you have been assigned more than one User ID and password, then you can
log on again as a different user from within the modern DCPDS (without
having to log off first).

HowtoLogOn Follow the procedures below to log on again as a different user while you are

as a Different in the modern DCPDS.
User

Step Action
1 |- ClickintheNavigator Window.
Or

If you are in another window, click Window — Navigator
from the Main Menu Bar.

& Example:
Action Edit Query Go Folder Special Help REE{yllat
) ’ . ’ . ‘ ) l LCazcade
Tile

Amange |cons

1. Mavigator - US Federal HR Manager

v 2. Pozition

2 | Now that you are in the Navigator Window:
Click Special —_Sign On Again from the Main Menu Bar.

Action  Eclit; Huen Eor Eade

Special Wal=l Tl

Switch B ezponsibility..
Change Passward

Sign On Again

Expand
Colapze
Expand Branch

3 | AWarning Window isdisplayed. Read the Warning Window
notice and click <OK>.

4 | A log on window displays.

Typein your user name and password for your other sign-on
(following the regular log-on procedures) and then click [Connect].

Fundamentals. Logging On and Access Mod 1, Chap 2, page 21
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Exiting the Modern DCPDS

Purpose When you have finished working in the modern DCPDS, you will need to
follow a smple procedure to exit the application. If you have any unsaved
work, the system will prompt you to save or discard the changes.

How to Exit the
Modern
DCPDS

Click Action — Exit Oracle Applications from the Main Menu Bar.

- If thereisno unsaved work, the modern DCPDS exits and returns you
to your desktop.

- If thereis unsaved work, then a dialog box will display:

Decision
® You hawve changes pending.

Click <Save> to save the changes before exiting.

Or

Click <Discar d> to exit without saving any changes.

Or

Click <Cancel> to close this window and cancel the exit.

Fundamentals. Logging On and Access Mod 1, Chap 2, page 22
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Security in the Modern DCPDS

I ntroduction

Privacy
I nformation

Security for the modern DCPDS is the responsibility of each user authorized to
access the system. The Oracle Human Resources (HR) application has inherent
security within the application in addition to the mandatory security requirements
of DoD. Security isamajor responsibility of the system administrator at the RSC
and CSU, aswell as security personnd at all levels within a Component.
Additionally, security uses “roles and responsibilities’ to limit your accessto the
modern DCPDS. DoD, Components, and local installations issue security policy
and guidance. It isyour respongbility to provide the necessary security to protect
the modern DCPDS information in accordance with current regulations and
guidance.

Information created and stored within the modern DCPDS is UNCLASSIFIED
FOR OFFICIAL USE ONLY and is subject to the Privacy Act of 1974. Every
user of the modern DCPDS must adhere to the Privacy Act when working with
any information that relates to the data contained in the modern DCPDS. The
following warning screen on unauthorized use of your computer displays once you
access the modern DCPDS from your workstation. By signing on with your User
Name and Password, you acknowledge your consent to security testing and
monitoring of your computer.

Eﬁ DOracle Applications

Action  Edit Duery Hoo Folder  Special Help window

=] B

OFFICIAL U.§. GOVERNMENT 5YSTEM
FOR AUTHORIZED USE ONLY

[ WARNING** *WARNING ***WARNING* * *WARNING ***|
Unauthorized access to this [.5. Government computer system
and software is prohibited by Title 18, US Code, Section 1030,
“Fraud and Eelated Activity in connection with Computers™.
Unauthorized use is a felony which is punishable by a $10,000
fine and up 10 ten years in jail. Do not dizcuss, enter, transfer,
process, or transmit data of greater sensitivity than
sensitive-unclassified. Using this system constitutes consen 1 to
security testing and monitoring.

TUnauthorized use could result in criminal prosecution.

The information contained in this system is subject to

Shiyges oF ™
_TATES OF The Privacy Act of 1974 as amended.

User Mame Cancel | Connect I

Password

Copyright (c) Oracle Corporation, 1994, 1996, All Rights Reserved.

Count: =0

Continued on next page
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Security in the Modern DCPDS, continued

I mportance of
Security

Controlling
Access

Secure Users

Individual
Responsibility

Changing
Passwor ds

Logon
Attempts

Fundamentals. Logging On and Access

Security isimportant to you as the user because the modern DCPDS database
contains personal data on DoD personnel that, according to Operational
Requirements and DoD Directives, must be safeguarded at all times.
Unlawful use of the information contained in the database by you or an
unauthorized user is a crime and punishable to the full extent of the law.
Therefore, safeguarding information and access to the modern DCPDS
database is of paramount importance.

Management and the Information System Security Officer (1SSO) or the HR
system administrator at the RSC or CSU determines access to the modern
DCPDS based on your role and responsi bilities within the organizational
hierarchy and your “need to know.” A unique Username and Password is
assigned to you based on your role and respons bility within the organization.

The Systems Administrator is responsible for establishing a Secure User 1D
for each person that needs access to specific Oracle forms with the modern
DCPDS application. The Secure User View will allow viewing of only those
records based on organization or position hierarchy within one's assignment.

Y ou, asa modern DCPDS user, must protect your individual User Name and
Password to prevent any unauthorized access. It isyour responsibility to
attend security training, report changesin your user status, any suspected
security violations, etc., to the designated management authority, |SSO, or
HR system administrator. Y ou may be required to Sgn a statement to
acknowledge your understanding of these responsibilities and the
consequences.

As a continuing security measure, Passwords must be changed on a periodic
basisto help prevent the possibility of undetected password compromise. The
maximum time limit established by the system is 90 days. Prior to the
expiration date you will be notified automatically by the application to change
your Password. At that time, smply follow instructions on the monitor to
execute a new Password.

The modern DCPDS will allow you three attempts to successfully log on. If
three attempts result in an unsuccessful log on, the application will
automatically terminate. Y ou will need to re-access the system.
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Routing Lists

Pur pose A Routing List:
- Isapredefined list of routing destinations for sending notifications to
Civilian Inboxes.
Defines the order in which a personal inbox or Groupbox receives a
workflow notification.
Expedites routing HR windows by automatically forwarding a form from
one routing destination to the next.

Workflow allows you to route formsto either groups or individuals who need
to approve, modify, or review the forms; e.g., Request for Personnel Actions
(RPAS) (including those with Core Documents attached).

f Note: Training Requests Forms (TRFs) from the Oracle Training
Adminigtration (OTA) are not routed to Civilian Inboxes in the same method
asHR forms. Thereisno routing list for OTA. You must select the name of
the person and route to their Civilian Inbox.

Workflow features include:
A flexible routing mechanism.
A flexible notification system.
Powerful Inbox and Groupbox capabilities.
A complete tracking history of an RPA and TRF during the
routing process.

See Also Module 1, Fundamentals of the Modern DCPDS
" Chapter 10, Civilian Inbox
Module 3, Processing Requests for Personnel Actionsin the Modern DCPDS
Chapter 2, Accessing Requests for Personnel Actions
Module 7, Employee Training and Devel opment
Chapter 2, Administering Training
Oracle Help Menu

Continued on next page
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Before you Components will determine procedures for each Region in establishing
Begin Routing Groups. The following is information on the process.
- A Routing Group is set up at each region when the modern DCPDS

deploys.

A Routing List is created for a Routing Group in the Routing Group

and Routing List Details Window.

Before adding a user to a Routing List, the user must have system

access and belong to a Routing Group.

Multiple Routing Lists for a Routing Group may be created.
Users may belong to more than one Routing List.

f Note: You must be assigned therole of a Systems Administrator on the
Responsibilities Menu to create Routing Lists. Y ou can also create a
Routing Ligt if you are assigned the CIVDOD MANAGER responshility.
Click Routing Lists on the Navigation List and follow the procedures below.

Creating A Follow the procedures below to create a Routing Lig, if you are assigned this

Routing List responsibility.

Step Action

Details Window displays.

FEE B outing Group and Routing List Details

1 On the Navigation List — Federal Maintenance Forms —
Routing List — <Open>. The Routing Group and Routing List

— Routing Group

MName Il Description
— Routing List Name
MName I
™ Primary Routing List
— Routing List Members
Seq UserMName Groupbox Mame

Fundamentals. Logging On and Access

Continued on next page
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Routing Lists, Continued

Creating A Routing List (continued)

Step

Action

2

Place your cursor in the Name data field of the Routing Group
Region. Query for alisting of Routing Groups by clicking Query
— Find. You can also execute a query by pressng F8. This
displays the Routing Group in the Name data field. Use the up
and down arrow keysto review the lists of Routing Groups. Select
the Routing Group that you want to create a Routing List for or to
add new users.

Hamn Ciamerpion |r.ugm-:ll'luulr\-g|.'.mq:|

— Fuuting List Mama

Hams |
I” Prmsn-Fleing List
= Fuoidingg List Msmiesas
Sary Uearbdame Grmphbox Heme

Note: The message line indicates there is more than one Routing
Group. Usethe arrow keysto scroll through the Routing Groups
and make a selection.

Continued on next page

Fundamentals. Logging On and Access Mod 1, Chap 2, page 27



August 25, 2000

Routing Lists, Continued

Creating A Routing List (continued)

Step Action

2 If you previoudy created a Routing List for the Routing Group, the
(cont) | system displays that information with specific user names listed.

ane
= Finsmn Group — =
Hems |r.r-vr.|r-.:|n:<.-d'.11 Dssscripfion |n..--l_,.|.1'-.-......_| [T

— Py st ko

Mame [TRAINIR GR0UFE

1~ Pumone Pouiing List
= Fenuting Lesi beash

Sen  Userbane Grow phio e
Ed| A[TAKNZEFRLS,
| 2 A CHHIGHT
f] =L
T 1 FaDDOCET
a L] TRAFIHG
I
r
Court 0 |

3 Place your cursor in the Routing List Region, Name data field and
type in the name of your Routing Ligt, if known or typein the
name of a new Routing List that you want to create.

by Edi Qlueip Bo to Erecid Halp ‘wedos

|- e —— T I ]

= Rt Grougp

Mame [crrsmossid | Descipban [Fiosshn Tining Groe

= Foulimg List Hamo

» Hama | TRAFIMG GROLF B
T Primesy Fossrg List

4 Place an “X” in the Primary Routing List check box if thisisto be
the Primary Routing List. Normally, you will leave this box
unchecked.

Continued on next page
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Routing Lists, Continued

Creating a Routing List (continued)

Action

In the Routing List Member s Region, input a number in the first
Sequence (Seq) Column; e.g., 1, 2, 3, etc. You can change the
sequence numbers later, if necessary.

Note: The sequencing numbers represent the order for routing an
RPA.

Tab to the User Name Column. Input the user names, or use the
List of Values (LOV) to select the names. If you usethe LOV, the
Users Window displays. Select the name and click <OK>.

70 Pibvay Anl of 150

— g Grosp

& 10| =}
Meme [orus ROSSLT [ - ||

= Faousing List Foms

Hame I'rmuu:.'rl-:sr
[™ Frirears Fouiing Liet

~— Pipulieg List Mambars

Hag Lher Kama
SIHAWEMHES
JEWANEE R
ApCARVERE
1
a
fi

=

FASMAGEER]
MO0 DA,

=

§§ i

Continued on next page
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Creating A Routing List (continued)

Step

Action

7

The name selected populates the User Name column.

hlame |CFwiE FROESLYH

Diseriphian fFoashn Trainng Groap

~— Rauting List Mams
flema |T!=mruan-:5'r
™ Primeany Foutng List
— Pt List Maimi
B Ussar Hara Gimuptcs Hama
12 B[ s,
3|SWAHEERH
3| CARWERD
1|raFIBGERT
zfhwoooce
l [ TRAINFG
gL
| |
Cowd 0

Ll
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Routing Lists, Continued

Creating A Routing List (continued)

Step

Action

8

Continue with new sequence numbers and additional users until
you are finished.

Lok B Qieip Bo iz hrecld - Hal - windos

Pl el il SFRrg wleln] Sl=2] glg
[V i cushimegy B rmuip el Moy Lict Dtk x
17 Py Cira g

Fame PR PO RS YR [’;l_-ﬂ:npllon |Hn-\.:r_m Trainng Growg

= Mpubmg Lisf Mo
H&MR [TRAFMHETEST
™ FPrnmeny R ang List

] aq Lewl 3

Eag - Ugar Nam 3o ok o M
S|HaART A
] ERTTT =TT
A|[CAFWERR

1[MAHAGERT

= e n L

l | TRATTG

L

. i

Note: If you do not enter a user name in the second column, you
may enter a Groupbox name in the third column. Y ou may enter a
Groupbox name or a user name in each row, but not both.

Save the Routing List.

Note: You may want to only include Groupboxes as members of a
Routing Ligt. If auser ceases employment and their User Name is
not removed from the Routing List, RPA’swill still go to that
User’s Inbox and not to the next person’s on the Routing List.
Thisistrue even if the former employee’ s User Account has been
inactivated.

Continued on next page
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Routing Lists, Continued

Removing a User
from the Routing List

Step Action
1 On the Routing Group and Routing List Details Window, in the
Routing List Member s Region, select a user and click Delete
Record z on the Toolbar. The user name is deleted.
2 Click Save.
Adding Components with only one Routing Group at the Region may need to add
Multiple more than one Routing List to their Routing Group. Use the following
Routing Liststo  procedures to add additional Routing Lists to the Routing Group.
a Routing
Group
Step Action
1 In the Name data field of the Routing L ist Name Region, click
New Record on the Toolbar.
2 Enter the name of the new Routing List. Check the primary
routing list box, if thiswill be a primary routing list.
3 Enter the user names.
4 Click Save after all users and Groupboxes have been added.
5 Repeat this process for each Routing List required. Additional
Routing Lists may be added to the Routing Group at any time.
6 Close the Routing List Window and return to the Navigation

List.

Note: For additional information, click Help on the Main Menu
Bar for information additional information on Routing Ligt, etc.

#5 Privacy Act of 1974

Action Edit OQuem Go Folder Special Help  Window
Hlelv] 2imlE SE%S el
B3 Groclo US Fedoral Aol |

[ Eile Edit Bookmark Help
Qunlentsl Search I Back I History I << I > Iﬁlussaly Iﬂavigaliunl Libr.

— Ro Seiting up Routing Lists
r

“You setup a routing listfor a routing group in sequential order in the Routing Listwindow. “You may cn
multiple routing lists for a routing group. and users may belong to maore than one routing list

— RO voucanalso use the Fiouting Listform to create. update. or delete a routing group.
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